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Introduction

It has been recognized for some time that NRAO would benefit from the existence of a global database containing information on all of the users of its telescopes.  Such a database could be used for a variety of purposes, including the creation of the year end reports for NSF, tailoring of recipient lists for either email or regular mail, and forward planning for the observatory.  In addition, given the effort to have a more tightly integrated dataflow (also called “e2e” or “O&M”) for our telescopes, such a database could provide interlinks between several areas which would aid in this effort, linking together users, proposals, observations, and publications.

This document describes a potential design for a User Database for users of NRAO telescopes.  As such, it is tailored to these particular people.  It is an outgrowth of the effort in 2001-2002 to make an NRAO Master Address Database.  That effort was broader than this one in scope, and while this one might be extended to cover the different areas that the previous, broader effort was intended to provide support for, this document does not consider such areas (such as business shipping and billing).

The Database

The key elements of the database are:

1. There is a main Users Table that contains personal information on each user.  This Users Table has a number of linked tables:

a. An Addresses Table, which contains information on the addresses associated with this user;

b. An Institutions Table, which contains information on the institutions with which this user is associated;

c. A Notes Table, containing any relevant notes involving this user;

d. A Flags Table, containing auxiliary information on the user.

The database relationships between the tables are: Users to Addresses, Notes, and Flags are one-to-many; Users to Institutions is many-to-many; Institutions to Addresses is one-to-many.  The entries in these tables are described in much more detail below.

2. The database will be implemented in Oracle. General maintenance of the database will become the responsibility of the Computer Division of NRAO-Socorro.

3. There will be a single "main" writable copy of the database, in Socorro (because that is where Oracle resides).  Other sites access the database via the Intranet to Socorro.

4. A small number of "managers" will be identified (one per site initially, more to be added if deemed necessary), who will have access to the writable copy of the database.  This will require a security (password) and privilege system.  Different tables might require different privileges.  One overall "ubermanager" should be identified.

5. There should be a web-based User Database Management Tool (UDMT).  It should be possible to do the following from it:

a. A new user should be able to use it to fill out the necessary fields for the Users Table. The Unique ID for the table entry is assigned automatically at this point.  This information will be conveyed to one of the "managers", who will verify and approve it. Additionally, the user is assigned a unique username and password, used to access all appropriate NRAO online tools (UDMT, Proposal Tool [PT], Observation Preparation Tool, Observation Status Tool, Archive Tool, etc...).  It may be desirable to allow the user to choose the username and password (and to later modify them) – this is yet to be determined.

b. An existing user should be able to modify his or her own Users, Addresses, and Institutions Table information.

c. "Managers" should be able to do either (a) or (b) above.

6. It should be possible to access the User Database from within the PT.  Note, however, that the only piece of information that the PT needs to have entered to uniquely identify the proposers is a list of the Users Table Unique IDs.

7. A number of "standard reports" should be defined by those interested in accessing these data.

The Tables

At the heart of the database are the tables and their relationships.  The following diagram displays these relationships.










The specific entities in each of these tables, including their type, size, and number, are given below, but the following is a brief description of each of them.

Users Table

This is the table which stores information on personal identification – real name, username, password, position, etc..., and links into contact information (the Addresses Table), notes (the Notes Table), and a way of identifying whether a user is a member of a particular group of users (the Flags Table, though it can be used for other purposes as well).

Institutions Table

This table contains information for different institutions from which users may come.  It includes things that identify the type of institution, and pointers to Addresses Table entries.  A particular user may be associated with many institutions (or none), and likewise a particular institution may be associated with many users.  Institutions may also be hierarchically associated, by assigning a “parent institution” to institutions.

Addresses Table

This table contains contact information for a user or institution – address, phone, email, etc...  A particular user may have many addresses, but each address associates with a single user.  Each institution may have several addresses (mail, shipping, etc…).

Notes Table

This table contains any extra information which may relate to a particular user.  A particular user may be associated with many notes, but each note associates with a single user.  This is essentially an electronic sticky, and the format should be free within that stylistic guideline.

Flags Table

This table contains any information pertinent to the user which can be conveyed in a single boolean value.  A particular user may be associated with many flags, but each flag associates with a single user.  However, many users may have essentially identical Flag Table entries.  This table is used in two ways: to keep track of status, and to keep track of membership in certain groups of users, for example, Users Committee, Referee, Conference XYZ Attendee, etc...

Some Common Elements

All of the tables must have some unique identifier for each entry.  All of the tables must leave an easily followed “paper trail”, or a record of every modification to each entry, including who modified the entry and the date.

Details

The details of the database, its tables, their relationships, and the elements within those tables are given in the following diagram and description.

 

Table Element Data Types, Sizes, and Numbers
1. Users Table

	Item
	Type
	Size
	Number

	UniqueID
	Int
	4 bytes
	1

	Username
	Char
	16 characters
	1

	Password
	Char
	16 characters
	1

	Type
	Enum
	*1
	1..n

	FirstName
	Char
	40 characters
	1

	MiddleName
	Char
	40 characters
	0..1

	LastName
	Char
	40 characters
	1

	PreferredName
	Char
	40 characters
	1

	Title
	Enum
	*2
	0..1

	NameSuffix
	Enum
	*3
	0..1

	Sex
	Enum
	*4
	0..1

	PhDYear
	Int
	2 bytes
	0..1

	AIPSID
	Int
	2 bytes
	0..1

	SpouseFirstName
	Char
	40 characters
	0..1

	SpouseLastName
	Char
	40 characters
	0..1

	SpouseSex
	Enum
	*4
	0..1

	UpdatedDate
	IsoDate
	*5
	1

	UpdatedBy
	Char
	60 characters
	1

	Proposals.UniqueID
	Int
	4 bytes
	0..n

	Observations.UniqueID
	Int
	4 bytes
	0..n

	Publications.UniqueID
	Int
	4 bytes
	0..n


*1 – Possible types: NRAO Staff; NRAO Research Assistant; Professor; Research Scientist; Graduate Student; Undergraduate Student; Foreign; Other

*2 – Possible types: Dr.; Mr.; Mrs.; Ms.; Prof.

*3 – Possible types: Jr.; Esq.; II; III; IV

*4 – Possible types: M; F; N (“Not specified”)

*5 – IsoDate is a character string 13 characters long in the following format: YYYYMMDDTHHMM where YYYY is the four digit year, MM the two digit month, DD the two digit day, HH the two digit hour, and MM the two digit minute.  The hour and minute should be in UTC, to avoid confusion across NRAO sites.

2. Flags Table

	Item
	Type
	Size
	Number

	Type
	Char
	40 characters
	1

	Value
	Boolean
	1
	1

	UpdatedDate
	IsoDate
	*1
	1

	UpdatedBy
	Char
	60 characters
	1


*1 – See Users.IsoDate description above

3. Addresses Table

	Item
	Type
	Size
	Number

	Type
	Enum
	*1
	1..n

	StreetLines
	Char
	40 characters
	1..n

	City
	Char
	40 characters
	1

	State
	Char
	40 characters
	1

	Zip
	Char
	40 characters
	1

	Country
	Char
	40 characters (*2)
	1

	Phone
	Compound
	*3
	0..n

	FAX
	Compound
	*4
	0..n

	Email
	Compound
	*5
	0..n

	URL
	Compound
	*6
	0..n

	UpdatedDate
	IsoDate
	*7
	1

	UpdatedBy
	Char
	60 characters
	1


*1 – Possible types: Home; Office; Mail; Shipping.

*2 – Should be selectable from a drop-down list, with “United States” as top entry.

*3 – Phone entries are compound entries which have two elements: Phone.Descriptor, which is a 40 character element; and Phone.Number, which is a character string containing the actual number (digits only).  Phone.Descriptor might be one of, e.g., “Home”, “Work”, “Cell”, “Department Secretary”, etc...

*4 – FAX entries are just like Phone, with FAX.Descriptor and FAX.Number.

*5 – Email is similar to Phone/FAX, and has Email.Descriptor (40 characters), and Email.Address (80 characters).

*6 – URL is just like Email, with URL.Descriptor and URL.Address. 

*7 – See Users.IsoDate description above

4. Institutions Table

	Item
	Type
	Size
	Number

	UniqueID
	Int
	4 bytes
	1

	Name
	Char
	80 characters
	1

	MailingName
	Char
	80 characters
	1

	Type
	Enum
	*1
	1..n

	Department
	Char
	80 characters
	1

	ParentUniqueID
	Int
	4 bytes
	1..n

	ContactPerson
	Char
	40 characters
	1..n

	UpdatedDate
	IsoDate
	*2
	1

	UpdatedBy
	Char
	60 characters
	1


*1 – Possible types: 2 year university; 4 year university; PhD university; College; High School; Government; Private; Other

*2 – See Users.IsoDate description above

5. Notes Table

	Item
	Type
	Size
	Number

	Text
	Char
	255 characters
	1

	UpdatedDate
	IsoDate
	*1
	1

	UpdatedBy
	Char
	60 characters
	1


*1 – See Users.IsoDate description above

Implementation Plan

Information in current address and user lists will not be entered into this database completely.  All users should be required to register into the new database before being allowed access to any of NRAO's online tools (UDMT, PT, Observation Preparation Tool, Observation Status Tool, Archive Tool, etc...).  The current list of institutions maintained at Green Bank (or something similar) should be imported into the Institutions Table, to allow users to select from this preexisting list.

Initially, entry of people into the database will occur as they need to access the PT.  When they first access the PT, they should be asked to identify themselves with username and password.  If they do not have one, they should be asked to register, and be taken to the  UDMT.  There, they can enter their information, be assigned a username and password automatically (or, alternatively, be allowed to choose a username and password), and be taken back to the PT.  There should be a minimum amount of information that must be entered in at the UDMT - these are well-known "required fields" in web forms.  The information entered into the UDMT is then saved as an entry in the Users Table, with a pointer to a Flag Table which contains an indication that the information has not been approved (for example, the values in the table could be:  Flag.Type="approved"; Flag.Value=0; Flag.UpdatedBy="UDMT";  Flag.UpdatedDate="20040401T0900").  Note that the Users.UniqueID is generated automatically by the UDMT.  An email should be sent to the appropriate "manager", which should contain a direct link into the UDMT webpage which displays the information for the new user.  The manager (after logging in to the UDMT to obtain manager privileges) then examines the information for correctness (notably, checking the institution entry for correctness or noting if a new one is needed), and clicks on a button that says "accept this information" or something similar.  At this point the Flag Table gets updated (for example, the values in the table could be changed to: Flag.Type="approved"; Flag.Value=1;  Flag.UpdatedBy="Manager Name"; Flag.UpdatedDate="20040316T0910").  If there are problems with the entry (an example might be that the person already has an entry), then the manager contacts the person to remedy the error (and the Flag entries are modified to reflect this new situation).  Meanwhile, the person can be back working on other input into the PT - i.e., the PT should be passed back the value of the Users.UniqueID which the new entry was assigned by the UDMT. 

All PIs and contact authors on proposals entered in via the PT should be required to exist in the Users Table.  When asking for the PI and contact author, the PT should simply present a list of all existing entries (via pull-down menu or scrolling form field or self-completing form field if possible).  When entering other authors (Co-Is), the PT should also present a similar mechanism for selection from existing users.  In addition, it should be possible to manually enter the subset of information needed for the PT for these Co-Is into the tool.  If this manual option is used, these people should be entered into the Users Table automatically, with only the minimal subset of information, and then an email sent to them with their new username and password and an encouragement to fill out the rest of the information (by providing a weblink to the UDMT).  In this case, just as when the information is entered into the UDMT, a Flag Table entry should be created to denote approval status (for example, the values in the table could be: Flag.Type="approved"; Flag.Value=0; Flag.UpdatedBy="PT"; Flag.UpdatedDate="20040401T0900"), and an email sent to the appropriate “manager”.  As a  matter of policy, it should be decided whether these minimal entries in the Users Table should be able to be approved as-is by the managers, or whether these users will be required to go to the UDMT and complete the information in the Users Table.

As soon as possible, entry into the existing archive web tools should also be via this mechanism.  Instead of a unique password for every observation, the PI and Co-Is (those who exist in the UD) are automatically granted access to appropriate observations by logging in with their username and password.  So, instead of a password being sent to the PI to access the data, the PI and Co-Is should be sent a note that the data is available, and that they can access it with their UD username and password.  In this way, the UD will be quickly filled.

There should also be a call sent out to our existing user email list to encourage users to sign up into the Users Table via the UDMT (with a weblink).
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